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Capabilities Observatory

The Capabilities Observatory monitors the current capabilities, gaps and needs of the law enforcement community in the FCT area.
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Trends in the Capabilities Observatory
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Cybercrime and Horizontal and Societal Issues are the main trending topics in the news for the
Capabilities Observatory. Digital forensics (CC), and
and are the sub-policy areas trending most highly in the news area.
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